
EAWF.com Privacy Policy
1. The EAWF.com Privacy Policy:

1. The policies described in this document govern your expectations of privacy when using our website ("site").

2. These policies apply in full force and effect to your use of our site. 

3. By using our site, you expressly accept all policies contained herein in full. 

4. You must not use our site if you have any objections to any of these policies.

2. About Personally Identifiable Information (PII).

1. All visitors to our site automatically supply their IP address and browser information as a consequence of using their web 
browser to access our site. This action is beyond our control.

3. Minors:

1. Minors (under 18) MUST have the permission of a parent or guardian before submitting ANY PII to this site.

4. Visitors:

1. Visitors may voluntarily supply PII (such as name, address, telephone numbers, or other information required to do business 
with EAWF.com) for various purposes on this site, including the purchase of our products, registering to receive email 
newsletters, requesting further information about our products, or simply asking a question about this site. 

2. Please note that some information is required, and processing will not continue without it. Always review any form on our 
site BEFORE clicking the Submit button.

3. Our site does not collect any other PII from you without your express consent. This means that you can visit our site without 
revealing any PII about yourself, as long as you do not register for a user account or ask a question. Links on our site that load 
other sites are beyond our control, and you must refer to the privacy policy of that site for your rights.

5. How is my information used?

1. When you supply information about yourself for a specific purpose, we use the information only for that purpose (such as 
providing the product, service, or information you have requested). For example, you may be asked to provide individual 
information to receive information, purchase a product, manage online services, or apply for access to the controlled areas of
the server or a job. We NEVER reveal ANY PII to any third parties. (See our PRIVACY DISCLAIMER at the bottom of this page 
for more information)

2. Should any material changes be made to the ways in which we use PII, this site will take reasonable measures to obtain 
consent from you. Note that changes will be posted here at least 30 days prior to any change(s).

6. What about the security of my information?

1. PII is stored on our Secure Web server and is not publicly accessible. Furthermore, PII is only accessed by this site's employees
on a "need to know" basis. Site personnel undergo privacy training upon starting with EAWF.com. This site meets or exceeds 
all industry standards for the protection of PII.

7. What anonymous information is collected on this site?

1. Anonymous click-stream information is automatically acquired and logged for every visit to this site. This includes the pages 
viewed, date and time, IP address, and device and browser information. 

2. We do not create any association between this information and a visitor's PII.

8. How is this anonymous information used?

1. The information is used by this site to build anonymous behavioral profiles, which are written to the this site Server's Log—
securely housed at the this site data center. 

2. These profiles are accessed by our websites to offer personalized content and promotions, and for our web designers to 
provide higher quality content on our pages—all without knowing your identity. Again, there is no association between a this 
site log profile and a visitor's identity.
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9. How does this site use cookies?

1. EAWF.com uses cookies to identify your browser as you visit pages on the this site site or sites in the this site network. 
Cookies allow this site to gather anonymous click-stream information or, for example, keep track of the items you have placed
into your shopping cart.

10. What about when I click on links to other sites FROM the this site?

1. Our sites may contain links to other websites. Please note that when you click on one of these links, you are entering another 
site, and to help you identify this, a new browser window or tab will open.

2. We strongly encourage you to read the privacy statements of these linked sites, as their privacy policy is likely to differ from 
ours.

11. What about email links?

1. We may use email links located on this site to allow you to contact us directly via email. We use the information provided in 
your email to respond to your questions or comments. We may also store your comments for future reference.

2. Your personal information is only shared with third parties with your explicit permission.

12. What are my contact choices or opt-in/opt-out choices.

1. If you have registered for any type of communications from us and later change your mind, you may contact us to have your 
name removed from our distribution lists. To do this, simply go to your Customer Information Page and make the changes 
yourself.

13. What if something is wrong with my information?

1. If you would like to verify the data we have received from you or make corrections to it, use our Contact Page to make your 
request.

14. Data Breach Notification:

1. In the event of a data breach that compromises the security of personal information stored or processed by our website 
("site"), we are committed to taking prompt action to mitigate any potential harm and inform affected individuals.

2. Definition of a Data Breach:

1. A data breach refers to the unauthorized access, acquisition, or disclosure of personal information that compromises its 
confidentiality, integrity, or availability. This includes incidents resulting from cyberattacks, system vulnerabilities, 
human error, or any other circumstances that may lead to the compromise of personal data.

3. Response and Mitigation: 

1. Upon discovering a data breach, we will promptly initiate our incident response plan, which includes the following steps:

1. Containment: We will take immediate action to contain the breach and minimize any further unauthorized access or 
disclosure of personal information.

2. Assessment: Our dedicated team will conduct a thorough investigation to determine the scope and impact of the 
breach, including the types of personal information affected and the individuals impacted.

3. Notification: If we determine that the breach poses a risk of harm to affected individuals, we will notify them in a 
timely manner, as required by applicable laws and regulations. Notifications will include details about the breach, 
the types of data exposed, and recommended actions for affected individuals to protect themselves.

4. Assistance and Support: We will provide necessary assistance and support to affected individuals, such as guidance 
on mitigating potential risks and steps they can take to safeguard their personal information.

5. Communication Channels: We will use reasonable efforts to notify affected individuals using the contact 
information provided to us or through appropriate public communication channels. Notification may be in the form 
of email, written notice, telephone call, or conspicuous announcements on our site.
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6. Law Enforcement and Regulatory Authorities: In the event of a data breach, we will collaborate with relevant law 

enforcement agencies and regulatory authorities as required by applicable laws and regulations. We will provide 
them with all necessary information regarding the breach, the affected individuals, and our response actions.

7. Updates and Remedial Actions: Following a data breach, we will conduct a comprehensive review of our security 
practices and systems to identify and address any vulnerabilities that may have contributed to the incident. We will 
implement necessary remedial actions to prevent similar breaches in the future.

2. Limitations:

1. Please note that despite our best efforts to protect personal information, no security measures can guarantee 100%
security. In the event of a data breach, we will make every effort to act swiftly, transparently, and responsibly to 
mitigate the impact and protect the privacy of our users.

15. Reporting Concerns:

1. If you suspect any unauthorized access or have concerns about the security of your personal information, please contact us 
immediately through the channels provided in our Contact Us page.

16. Privacy Disclaimer:

1. We may be forced to disclose personal information when presented with a valid warrant by an authorized legal 
representative, such as an officer of the court or a sworn officer.

2. We make every possible effort to determine that such documents presented are legal/valid before taking any actions to 
release your PII.

17. Severability:

1. If any provision of these policies is found to be invalid, illegal, or unenforceable, the remaining provisions shall continue in full
force and effect. The invalid, illegal, or unenforceable provision shall be deemed severed from these policies to the extent of 
its invalidity, illegality, or unenforceability, and the rest of the policies shall remain valid and enforceable.

18. Further Questions or Concerns:

1. If you have questions or concerns regarding these policies, please use our Contact Us page.
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